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Preface

Direct all comments, questions, or suggestions regarding this document to:

SWSI Product Manager

Space Network Project, Code 452
Goddard Space Flight Center
Greenbelt, Maryland 20771
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Section 1. Introduction

1.1 Purpose

The Space Network (SN) Web Services Interface (SWSI) Performance Verification Matrix
(PVM) is the primary tool for tracking the verification of all the National Aeronautics and Space
Administration (NASA) Mission Services Program (MSP) SN Project SWSI requirements
documented in 453-SRD-SWSI, the SWSI System Requirements Document (SRD).

1.2 Document Organization
The organization of the SWSI PVM is asfollows:

a. Section 1 “Introduction” provides an introduction to the SWSI PVM. It describes the
purpose and organization of the document, and provides the list of applicable
documents.

b. Section 2 “SWSI Requirements’ documents the allocation of the SWSI SRD
requirements to verification methods and, where applicable, verification cases. It also
lists the verification status (e.g., verified, not verified, waived) of each SWSI SRD
requirement and the document number of the verification report or other document in
which each requirement’ s verification is documented.

1.3 Maintenance and Control

The information provided in this document is maintained in the SWSI PVM database. This
information is extracted from applicable test procedures, test reports, and other applicable
documentation. The PVM also identifies al requirement waivers that have been approved by
NASA. The first issue of the PVM document will reflect the verification status of the SWSI
requirements through SWS| Release 03.1 (General and Network Control Center Data System
(NCCDS) functionalities). The final PVM document will be published at the delivery of SWSI
Release 03.2 (Demand Access System (DAS) functionality).

1.4 Requirement Numbers

A SWSI PVM requirement number is based on the SWSI SRD paragraph number in which the
requirement is found. For example, requirement number “3.2.2” can be found in the SWSI SRD
in paragraph 3.2.2.

1.5 Verification Methods
The following definitions of verification methods are used in the SWSI PVM:
a Test. Test is the exercise of SWSI operations to provide performance data against

specified requirements. Tests are performed using documented and configuration
managed test procedures.
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b.

d.

1.6

Demonstration. Demonstration is the exercise of basic SWSI functions during the course
of operations or the conduct of specific tests. Examples include system data
management, or hosting of the SWSI client on multiple platforms.

Inspection. Inspection is the visual examination/investigation of design, product, or
documentation to determine compliance with specified requirements.

Analysis.  Anaysis is a mathematical treatment, including computer analysis or
appropriate models, to determine compliance with specified requirements where
Test/Demonstration/Inspection are not feasible. Analysis may be combined with test
results to provide verification of arequirement.

Report Format

The following format is used throughout the PVM for each SWSI requirement:

a

Requirement Number. The requirement number is the SWSI SRD paragraph number.
Each applicable requirement number designates a paragraph that contains a contractually
binding “shall” statement.

Requirement Text. The requirement text contains the actual requirement statement as
specified in the SWSI SRD.

Functionality. There are three types of SWSI requirement functionality:

1. NCCDS. Requirements that specifically relate to the SWSI capability to support the
SN customer-NCCDS interface are designated “NCCDS’ requirements.

2. DAS. Requirements that specifically relate to the SWSI capability to support the SN
customer-DAS interface are designated “DAS’ requirements.

3. General. Requirements that are not specificaly applicable to either the NCCDS or
the DAS functionalities (e.g., installation requirements, security requirements,
database management requirements, etc.) are designated “ General” requirements.

Requirement Status. This lists the final verification status of the requirement (Verified or
Waived). A “Not Verified” entry is an interim state indicating that the requirement has
not yet been verified. Thisisnot arequirement final state. The only approved final states
for requirement status are either “Verified” (i.e., the requirement passed verification) or
“Waived” (i.e., NASA hasformally approved awaiver request for the requirement).

Method. Thisitem identifies the method or methods to be used to verify the requirement.
Verification methods are described in Section 1.5 above.

Test Case. A requirement verified by “Test” is allocated to a SWSI test case number, or
in the case of some DA S-functionality requirements, to a DA S test case number.

Description. This item provides detail regarding the verification of a requirement using
the “Demonstration”, “Inspection”, or “Analysis’ method.

Verification Status. This item reflects the status (Pass or Fail) of the test, demonstration,
analysis, or inspection that is used to verify the requirement. “Pending” is an interim
state used to indicate that the formal attempt to verify arequirement has not yet occurred.
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i. Report. This item contains the document number of the test report in which the
verification of the requirement is documented.

1.7 Applicable Documents

a. Space Network (SN) Web Services Interface (SWSI) System Requirements Document
(SRD), 453-SRD-SWSI.

b. Space Network (SN) Web Services Interface (SWSI) System Design Specification, 453-
SDS-SWSI.

c. Space Network (SN) Web Services Interface (SWSI) Server Operator’ s Guide, 452-SOG-
SWSI.

d. Space Network (SN) Web Services Interface (SWSI) Security Plan, 450-SP-SWSI.
e. Space Network (SN) Web Services Interface (SWSI) Server Training package.

f. SWSI Test Procedures and Reports:

SWSI-LOGON-001 (Logon)

SWSI-SCH-001 (Schedule MA/SA/Cross Tracking and ETE services)
SWSI-SCH-002 (Schedule New Services)

SWSI-SCH-003 (Replace, ALT SAR, Clone, Delete, Wait List, TDRSS Set and TSW
from scheduling)

SWSI-SCH-004 (CSN, SBSN, STPT, STMT, MIND Scheduling)
SWSI-ERROR-001 (SWSI Error Test)
SWSI-VECTOR-001 (Create and Transmit Vectors)
SWSI-GCMR-001 (Rea Time GCMR)
SWSI-UPD-001 (MAF/MAR SERVICES UPD)

10. SWSI-UPD-002 (SSAF/SSAR SERVICES UPD)

11. SWSI-UPD-003 (KuSAF/KuSAR SERVICES UPD)
12. SWSI-UPD-004 (SMAF/SMAR SERVICES UPD)
13. SWSI-UPD-005 (KaSAF/KaSAR SERVICES UPD)
14. SWSI-TUT-001 (TDRSS Unscheduled Time (TUT))
15. SWSI-MISC-001 (Connections and Data Segregation)
16. SWSI-MISC-002 (Client Connections Status)

17. SWSI-MISC-003 (Client processing of RCTD, TTM and AFN Messages and Client
Logging)

18. SWSI-MISC-004 (DAS Data Segregation)

19. SWSI-PERF-001 (System Performance)

g. DAS Acceptance Test Plan and Procedures, ITT Industries Doc. No. 009-600085.

A w b PP
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h. Space Network (SN) Web Services Interface (SWSI) Instalation Engineering Change,
EC-8303.

i.  Sun Ultra 2 Series Reference Manual, Sun Microsystems Doc. No. 802-2562-11.
J.  Sun Blade 1000 Service Manual, Sun Microsystems Doc. No. 805-4496-10.

k. Sun StorEdge A1000 and D1000 Installation, Operations, and Service Manual, Sun
Microsystems Doc. No. 806-2624-12.
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Section 2. SWSI Requirements
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Requirement: 3.2.2 Status: Verified
Text: Any SWSI software to be hosted on the SWSI client shall validly execute on any client Functionality: General
platform supporting the Java 2.0 Virtual Machine.
Method: Demonstration Description: Demonstration by Use (on Multiple Platforms) Status: Pass
Requirement: 3.2.3 Status: Verified
Text: Any SWSI software to be hosted on the SWSI client shall be packaged such that it can be Functionality: General
distributed to and/or accessed by users via electronic media.
Method: Demonstration Description: Demonstration by Use. Status: Pass
Requirement: 3.2.4 Status: Verified
Text: Custom developed SWSI software shall be designed to facilitate future modifications. Functionality: General
Method: Inspection Description: Inspection of 453-SDS-SWSI, the SWSI System Design Status: Pass
Specification.
Requirement: 3.3.2.2 Status: Verified
Text: The SWSI client shall be capable of supporting the Java 2.0 Virtual Machine. Functionality: General
Method: Demonstration Description: Demonstration by Use. Status: Pass
Requirement: 3.3.2.3 Status: Verified
Text: For Internet and Open IONET users who will use SN services provided via interaction with Functionality: NCCDS
the NCCDS, the SWSI Client Workstation shall be capable of establishing and sustaining
all connections with the SWSI Open Server applicable to the SWSI's interface with the
NCCDS.
Method: Test Test Case: SWSI-GCMR-001 Report: SWSI-GCMR-001 Status: Pass
Method: Test Test Case: SWSI-SCH-003 Report: SWSI-SCH-003 Status: Pass
Method: Test Test Case: SWSI-TUT-001 Report: SWSI-TUT-001 Status: Pass
Method: Test Test Case: SWSI-UPD-001 Report: SWSI-UPD-001 Status: Pass
Method: Test Test Case: SWSI-VECTOR-001 Report: SWSI-VECTOR-001 Status: Pass
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Requirement: 3.3.2.4 Status: Not Verified

Text: For Internet and Open IONET users who will use SN services provided via interaction with Functionality: DAS
the DAS, the SWSI Client Workstation shall be capable of establishing and sustaining all
connections with the SWSI Open Server applicable to the SWSI's interface with the DAS.

€¢

Method: Demonstration Description: Demonstrated by Use during DAS Test Case Q1 Status: Pending
Requirement: 3.3.2.5 Status: Verified
Text: For Closed IONET users who will use SN services provided via interaction with the Functionality: NCCDS

NCCDS, the SWSI Client Workstation shall be capable of establishing and sustaining all
connections with the SWSI Backend Server applicable to the SWSI's interface with the

NCCDS.
Method: Test Test Case: SWSI-GCMR-001 Report: SWSI-GCMR-001 Status: Pass
Method: Test Test Case: SWSI-SCH-003 Report: SWSI-SCH-003 Status: Pass
Method: Test Test Case: SWSI-TUT-001 Report: SWSI-TUT-001 Status: Pass
Method: Test Test Case: SWSI-UPD-001 Report: SWSI-UPD-001 Status: Pass
Method: Test Test Case: SWSI-VECTOR-001 Report: SWSI-VECTOR-001 Status: Pass
Requirement: 3.3.2.6 Status: Not Verified
Text: For Closed IONET users who will use SN services provided via interaction with the DAS, Functionality: DAS

the SWSI client shall be capable of establishing and sustaining all connections with the
SWSI Backend Server applicable to the SWSI's interface with the DAS.

Method: Demonstration Description: Demonstrated by Use during DAS Test Case S6 Status: Pending

rubLIO
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Requirement: 3.3.3.1 Status: Verified

Text: For Internet and Open IONET users who will use SN services provided via interaction with Functionality: NCCDS
the NCCDS, the SWSI open server shall function as a proxy for the SWSI Backend
Server. For these users, the SWSI open server shall be capable of establishing and
sustaining all connections with the SWSI Backend Server applicable to the SWSI's
interface with the NCCDS.

€00¢ aunt

Method: Test Test Case: SWSI-GCMR-001 Report: SWSI-GCMR-001 Status: Pass
Method: Test Test Case: SWSI-SCH-003 Report: SWSI-SCH-003 Status: Pass
Method: Test Test Case: SWSI-TUT-001 Report: SWSI-TUT-001 Status: Pass
Method: Test Test Case: SWSI-UPD-001 Report: SWSI-UPD-001 Status: Pass
Method: Test Test Case: SWSI-VECTOR-001 Report: SWSI-VECTOR-001 Status: Pass
o Requirement: 3.3.3.2 Status: Verified
IS Text: As needed, the SWSI open server shall route requests from the SWSI client to the NCCDS Functionality: NCCDS

and return responses from the NCCDS to the SWSI Client Workstation. In all cases, these
exchanges will be via the IONet Secure Gateway and the SWSI backend server.

Method: Test Test Case: SWSI-GCMR-001 Report: SWSI-GCMR-001 Status: Pass
Method: Test Test Case: SWSI-SCH-003 Report: SWSI-SCH-003 Status: Pass
Method: Test Test Case: SWSI-TUT-001 Report: SWSI-TUT-001 Status: Pass
Method: Test Test Case: SWSI-UPD-001 Report: SWSI-UPD-001 Status: Pass
Method: Test Test Case: SWSI-VECTOR-001 Report: SWSI-VECTOR-001 Status: Pass

Requirement: 3.3.3.3 Status: Not Verified
Text: For Internet and Open IONET users who will use SN services provided via interaction with Functionality: DAS

the DAS, the SWSI open server shall function as a proxy for the SWSI Backend Server.
For these users, the SWSI open server shall be capable of establishing and sustaining all

N

g connections with the SWSI Backend Server applicable to the SWSI's interface with the

' DAS.

:

'% Method: Demonstration Description: Demonstrated by Use during DAS Test Case Q1 Status: Pending
)
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Requirement: 3.3.3.4 Status: Not Verified

Text: As needed, the SWSI open server shall route requests from the SWSI client to the DAS Functionality: DAS
and return responses from the DAS to the SWSI client. In all cases, these exchanges will
be via the IONet Secure Gateway and the SWSI backend server.

G-¢

Method: Demonstration Description: Demonstrated by Use during DAS Test Case S6 Status: Pending
Requirement: 3.3.4.1 Status: Verified
Text: For Closed IONET users who will use SN services provided via interaction with the Functionality: NCCDS

NCCDS, the SWSI backend server shall be capable of establishing and sustaining all
applicable connections with the NCCDS.

Method: Test Test Case: SWSI-GCMR-001 Report: SWSI-GCMR-001 Status: Pass
Method: Test Test Case: SWSI-SCH-003 Report: SWSI-SCH-003 Status: Pass
Method: Test Test Case: SWSI-TUT-001 Report: SWSI-TUT-001 Status: Pass
Method: Test Test Case: SWSI-UPD-001 Report: SWSI-UPD-001 Status: Pass
Method: Test Test Case: SWSI-VECTOR-001 Report: SWSI-VECTOR-001 Status: Pass

Requirement: 3.3.4.2 Status: Not Verified
Text: For Closed IONET users who will use SN services provided via interaction with the DAS, Functionality: DAS

the SWSI backend server shall be capable of establishing and sustaining all applicable
connections with the DAS.

Method: Demonstration Description: Demonstrated by Use during DAS Test Case S6 Status: Pending

rubLIO
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Requirement: 3.3.4.3 Status: Verified

Text: For Internet and Open IONET users who will use SN services provided via interaction with Functionality: NCCDS
the NCCDS, the SWSI backend server shall be capable of establishing and sustaining all
applicable connections with the NCCDS. In all cases, these exchanges between Internet
and Open IONET users and the SWSI backend server will be via the IONet Secure
Gateway and the SWSI open server.

€00¢ aunt

Method: Test Test Case: SWSI-GCMR-001 Report: SWSI-GCMR-001 Status: Pass
Method: Test Test Case: SWSI-SCH-003 Report: SWSI-SCH-003 Status: Pass
Method: Test Test Case: SWSI-TUT-001 Report: SWSI-TUT-001 Status: Pass
Method: Test Test Case: SWSI-UPD-001 Report: SWSI-UPD-001 Status: Pass
Method: Test Test Case: SWSI-VECTOR-001 Report: SWSI-VECTOR-001 Status: Pass
o Requirement: 3.3.4.4 Status: Not Verified
o Text: For Internet and Open IONET users who will use SN services provided via interaction with Functionality: DAS
the DAS, the SWSI backend server shall be capable of establishing and sustaining all
applicable connections with the DAS. In all cases, these exchanges between Internet and
Open IONET users and the SWSI backend server will be via the IONet Secure Gateway
and the SWSI open server.
Method: Demonstration Description: Demonstrated by Use during DAS Test Case S6 Status: Pending
Requirement: 3.3.4.5 Status: Verified
Text: In support of Internet and Open IONET users, the SWSI backend server shall be capable Functionality: General
of establishing connections with the SWSI open server via the IONet Secure Gateway.
Method: Demonstration Description: Demonstration by Use. Status: Pass
N
a1
'.\’
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Requirement: 3.4.1 Status: Verified
Text: For any combination of Internet, Open IONET and Closed IONET SWSI client users, the Functionality: General
SWSI servers shall be capable of supporting simultaneous connections with multiple SWSI
clients. Refer to 4.8.1.
Method: Test Test Case: SWSI-MISC-001 Report: SWSI-MSIC-001 Status: Pass
Requirement: 3.4.2.1 Status: Verified
Text: All communications between the SWSI open server and the SWSI backend server shall be Functionality: General
channeled through the IONet Secure Gateway.
Method: Inspection Description: Inspection of 453-SDS-SWSI, the SWSI System Design Status: Pass
Specification.
Requirement: 3.4.2.2 Status: Verified
Text: When communicating with each other, the SWSI open server and the SWSI backend Functionality: General
server shall not employ protocols or communications techniques that will be blocked by
the IONet Secure Gateway.
Method: Inspection Description: Inspection of 453-SDS-SWSI, the SWSI System Design Status: Pass
Specification.
Requirement: 3.4.2.3 Status: Verified
Text: The SWSI shall not require the IONet Secure Gateway to modify its rule set in response to Functionality: General
SWSI configuration changes, or in response to the addition or removal of SWSI
customers.
Method: Inspection Description: Inspection of 453-SDS-SWSI, the SWSI System Design Status: Pass

Specification.

rubLIO
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Requirement: 3.4.3.1 Status: Verified

Text: For any SWSI client at any time, the SWSI shall be capable of communicating with either Functionality: NCCDS
the NCCDS located in the operational NCC environment or with the NCCDS located in the
ANCC. Refer to 3.7. This implies that the SWSI will be capable of simultaneously
communicating with the operational NCCDS for some clients and with the ANCC's NCCDS
for other clients.

8-¢

Method: Test Test Case: SWSI-MISC-001 Report: SWSI-MSIC-001 Status: Pass
Requirement: 3.4.3.2 Status: Verified
Text: All communications between the SWSI and the NCCDS shall comply with Functionality: NCCDS
451-ICD-NCCDS/MOC.
Method: Test Test Case: SWSI-ERROR-001 Report: SWSI-ERROR-001 Status: Pass
Method: Test Test Case: SWSI-GCMR-001 Report: SWSI-GCMR-001 Status: Pass
Method: Test Test Case: SWSI-LOGON-001 Report: SWSI-LOGON-001 Status: Pass
Method: Test Test Case: SWSI-MISC-001 Report: SWSI-MSIC-001 Status: Pass
Method: Test Test Case: SWSI-MISC-002 Report: SWSI-MSIC-002 Status: Pass
Method: Test Test Case: SWSI-MISC-003 Report: SWSI-MSIC-003 Status: Pass
Method: Test Test Case: SWSI-SCH-001 Report: SWSI-SCH-001 Status: Pass
Method: Test Test Case: SWSI-SCH-002 Report: SWSI-SCH-002 Status: Pass
Method: Test Test Case: SWSI-SCH-003 Report: SWSI-SCH-003 Status: Pass
Method: Test Test Case: SWSI-SCH-004 Report: SWSI-SCH-004 Status: Pass
Method: Test Test Case: SWSI-TUT-001 Report: SWSI-TUT-001 Status: Pass
Method: Test Test Case: SWSI-UPD-001 Report: SWSI-UPD-001 Status: Pass
Method: Test Test Case: SWSI-UPD-002 Report: SWSI-UPD-002 Status: Pass
Method: Test Test Case: SWSI-UPD-003 Report: SWSI-UPD-003 Status: Pass
Method: Test Test Case: SWSI-UPD-004 Report: SWSI-UPD-004 Status: Pass
Method: Test Test Case: SWSI-UPD-005 Report: SWSI-UPD-005 Status: Pass
Method: Test Test Case: SWSI-VECTOR-001 Report: SWSI-VECTOR-001 Status: Pass

rubLIO
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Requirement: 3.4.3.3 Status: Verified

Text: The SWSI shall employ hypertext transfer protocol (HTTP) to retrieve TDRSS Unscheduled Functionality: NCCDS
Time (TUT) information from the NCCDS. The SWSI shall employ Transmission Control
Protocol/Internet Protocol (TCP/IP) for all other communications with the NCCDS. The SWSI
will not use Nascom 4800 Bit Block (BB) protocol or File Transfer Protocol (FTP) for any
of its communications with the NCCDS.

6-C

Method: Test Test Case: SWSI-TUT-001 Report: SWSI-TUT-001 Status: Pass
Requirement: 3.4.3.4a Status: Verified
Text: As needed, the SWSI shall establish communications connections with NCCDS services Functionality: NCCDS

(refer to Table 403 of 451-ICD-NCCDS/MOC) and automatically transmit any messages
needed to configure the services. In particular, the SWSI shall automatically transmit
Schedule Result Request messages on the NCCDS Schedule Status service connection.

Method: Test Test Case: SWSI-SCH-001 Report: SWSI-SCH-001 Status: Pass
Requirement: 3.4.3.4b Status: Verified
Text: As needed, the SWSI shall establish communications connections with NCCDS services Functionality: NCCDS

(refer to Table 403 of 451-ICD-NCCDS/MOC) and automatically transmit any messages
needed to configure the services. In particular, the SWSI shall automatically transmit User
Performance Data Request messages on the NCCDS User Performance Data service

connection.
Method: Test Test Case: SWSI-UPD-001 Report: SWSI-UPD-001 Status: Pass
Method: Test Test Case: SWSI-UPD-002 Report: SWSI-UPD-002 Status: Pass
Method: Test Test Case: SWSI-UPD-003 Report: SWSI-UPD-003 Status: Pass
Method: Test Test Case: SWSI-UPD-004 Report: SWSI-UPD-004 Status: Pass
Method: Test Test Case: SWSI-UPD-005 Report: SWSI-UPD-005 Status: Pass
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Requirement: 3.4.3.5 Status: Verified

Text: For all applicable message formats and message format parameters, the SWSI shall Functionality: NCCDS
exercise the "full support" customer options. The SWSI will not exercise the "baseline"
customer options.

0T-¢

Method: Test Test Case: SWSI-SCH-004 Report: SWSI-SCH-004 Status: Pass
Requirement: 3.4.3.6 Status: Verified
Text: For all applicable message formats and message format parameters, the SWSI shall Functionality: NCCDS

exercise the "normal user" options. The SWSI will not exercise the "Shuttle" options.

Method: Test Test Case: SWSI-ERROR-001 Report: SWSI-ERROR-001 Status: Pass
Method: Test Test Case: SWSI-GCMR-001 Report: SWSI-GCMR-001 Status: Pass
Method: Test Test Case: SWSI-LOGON-001 Report: SWSI-LOGON-001 Status: Pass
Method: Test Test Case: SWSI-MISC-001 Report: SWSI-MSIC-001 Status: Pass
Method: Test Test Case: SWSI-MISC-002 Report: SWSI-MSIC-002 Status: Pass
Method: Test Test Case: SWSI-MISC-003 Report: SWSI-MSIC-003 Status: Pass
Method: Test Test Case: SWSI-SCH-001 Report: SWSI-SCH-001 Status: Pass
Method: Test Test Case: SWSI-SCH-002 Report: SWSI-SCH-002 Status: Pass
Method: Test Test Case: SWSI-SCH-003 Report: SWSI-SCH-003 Status: Pass
Method: Test Test Case: SWSI-SCH-004 Report: SWSI-SCH-004 Status: Pass
Method: Test Test Case: SWSI-TUT-001 Report: SWSI-TUT-001 Status: Pass
Method: Test Test Case: SWSI-UPD-001 Report: SWSI-UPD-001 Status: Pass
Method: Test Test Case: SWSI-UPD-002 Report: SWSI-UPD-002 Status: Pass
Method: Test Test Case: SWSI-UPD-003 Report: SWSI-UPD-003 Status: Pass
Method: Test Test Case: SWSI-UPD-004 Report: SWSI-UPD-004 Status: Pass
Method: Test Test Case: SWSI-UPD-005 Report: SWSI-UPD-005 Status: Pass
Method: Test Test Case: SWSI-VECTOR-001 Report: SWSI-VECTOR-001 Status: Pass

rubLIO
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Requirement: 3.4.4 Status: Not Verified
Text: All communications between the SWSI and the DAS shall comply with 451-ICD-DAS/SWSI. Functionality: DAS
Comments: SWSI requirement 3.4.4 traces to DAS requirement 3.3.1.a, which is verified in DAS Test
Case Q13.
Method: Test Test Case: DAS Q13 Report: Status: Pending
Requirement: 3.5.2 Status: Verified
Text: The SWSI servers shall be capable of successful operation using the power available Functionality: General
within the NCC facility. The SWSI servers shall not require either a quantify or quality of
electric power that exceeds the capabilities of the NCC facility.
Method: Inspection Description: Inspection of Sun Ultra 2 Series Reference Manual, Sun Doc. No. Status: Pass
802-2562-11; Sun Blade 1000 Service Manual, Sun Doc. No.
805-4496-10; and Sun StorEdge A1000 and D1000 Install., Ops.,
and Service Manual, Sun Doc. No. 806-2624-12.
Requirement: 3.5.3 Status: Verified
Text: The SWSI servers shall be capable of successful operation within the ambient Functionality: General
temperature and humidity ranges available within the NCC facility. The SWSI servers shall
not require modification of either the temperature or humidity control capabilities of the
NCC facility.
Method: Inspection Description: Inspection of Sun Ultra 2 Series Reference Manual, Sun Doc. No. Status: Pass
802-2562-11; Sun Blade 1000 Service Manual, Sun Doc. No.
805-4496-10; and Sun StorEdge A1000 and D1000 Install., Ops.,
and Service Manual, Sun Doc. No. 806-2624-12.
Requirement: 3.5.4.1 Status: Verified
Text: The equipment installation shall be documented by an Engineering Change (EC). Functionality: General
Method: Inspection Description: Inspection of WSC EC-8303. Status: Pass

rubLIO
ISMS-INAD-ZSY



€00¢ aunt

(AN

Requirement: 3.5.4.2 Status: Verified
Text: The EC shall list of all necessary power and signal cables. Functionality: General
Method: Inspection Description: Inspection of WSC EC-8303. Status: Pass
Requirement: 3.5.4.3 Status: Verified
Text: Cable installation shall be in accordance with the requirements of STDN-SPEC-6, GSFC Functionality: General
Specification Installation Requirements for STDN Equipment.
Method: Inspection Description: Inspection of WSC EC-8303. Status: Pass
Requirement: 3.5.4.4 Status: Verified
Text: All cable fabrication shall be in accordance with the requirements of STDN-SPEC-4, Functionality: General
Section 3.
Method: Inspection Description: Inspection of WSC EC-8303. Status: Pass
Requirement: 3.5.5 Status: Verified
Text: Equipment installations shall be in accordance with STDN-SPEC-6, Installation Functionality: General
Requirements for STDN Equipment.
Method: Inspection Description: Inspection of WSC EC-8303. Status: Pass
Requirement: 3.5.5.1 Status: Verified
Text: Floor panels shall be in accordance with the requirements of STDN-SPEC-6. Functionality: General
Method: Inspection Description: Inspection of WSC EC-8303. Status: Pass
Requirement: 3.6.2 Status: Verified
Text: In the absence of waivers, the SWSI shall satisfy the Baseline Information Technology (IT) Functionality: General
Security Requirements applicable to the MSN information category as specified in
Appendix A of NPG 2810.1.
Method: Inspection Description: Inspection of 450-SP-SWSI, the SWSI Security Plan. Status: Pass
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Requirement: 3.6.4 Status: Verified
Text: For all aspects of communications via the IONet, the SWSI shall comply with IP Operational Functionality: General
Network (IONet) Security Plan, 290-003 and IP Operational Network (IONet) Access
Protection Policy and Requirements, 290-004. However, in case of conflicts between
NPG 2810.1, 290-003, and 290-004, 290-003 and 290-004 has precedence.
Method: Inspection Description: Inspection of 450-SP-SWSI, the SWSI Security Plan. Status: Pass
Requirement: 3.7.1 Status: Verified
Text: In order to support Engineering Interface (EIF) testing, the SWSI shall provide the capability Functionality: NCCDS
for SWSI clients to communicate with the ANCC's NCCDS via the SWSI servers.
Method: Test Test Case: SWSI-MISC-001 Report: SWSI-MSIC-001 Status: Pass
Requirement: 3.7.2 Status: Verified
Text: The SWSI shall provide customers with the capability to segregate their test data from Functionality: NCCDS
their operational data.
Method: Test Test Case: SWSI-MISC-001 Report: SWSI-MSIC-001 Status: Pass
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Requirement: 3.8.1 Status: Verified

Text: The SWSI shall provide users of the SWSI Client software with a Graphical User Interface Functionality: General
(GUI). The general features provided by the SWSI GUI shall include, but not necessarily
be limited to (refer to SWSI Req'ts Doc.: 3.8.1.a through 3.8.1.)).

Method: Test Test Case: SWSI-ERROR-001 Report: SWSI-ERROR-001 Status: Pass
Method: Test Test Case: SWSI-GCMR-001 Report: SWSI-GCMR-001 Status: Pass
Method: Test Test Case: SWSI-LOGON-001 Report: SWSI-LOGON-001 Status: Pass
Method: Test Test Case: SWSI-MISC-001 Report: SWSI-MSIC-001 Status: Pass
Method: Test Test Case: SWSI-MISC-002 Report: SWSI-MSIC-002 Status: Pass
Method: Test Test Case: SWSI-MISC-003 Report: SWSI-MSIC-003 Status: Pass
Method: Test Test Case: SWSI-SCH-001 Report: SWSI-SCH-001 Status: Pass
Method: Test Test Case: SWSI-SCH-002 Report: SWSI-SCH-002 Status: Pass
Method: Test Test Case: SWSI-SCH-003 Report: SWSI-SCH-003 Status: Pass
Method: Test Test Case: SWSI-SCH-004 Report: SWSI-SCH-004 Status: Pass
Method: Test Test Case: SWSI-TUT-001 Report: SWSI-TUT-001 Status: Pass
Method: Test Test Case: SWSI-UPD-001 Report: SWSI-UPD-001 Status: Pass
Method: Test Test Case: SWSI-UPD-002 Report: SWSI-UPD-002 Status: Pass
Method: Test Test Case: SWSI-UPD-003 Report: SWSI-UPD-003 Status: Pass
Method: Test Test Case: SWSI-UPD-004 Report: SWSI-UPD-004 Status: Pass
Method: Test Test Case: SWSI-UPD-005 Report: SWSI-UPD-005 Status: Pass
Method: Test Test Case: SWSI-VECTOR-001 Report: SWSI-VECTOR-001 Status: Pass
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Requirement: 3.8.2a Status: Verified

Text: The SWSI shall provide users of the SWSI client with all user interface features Functionality: NCCDS
necessary to support the SWSI functional requirements applicable to NCCDS interactions.

Method: Test Test Case: SWSI-ERROR-001 Report: SWSI-ERROR-001 Status: Pass
Method: Test Test Case: SWSI-GCMR-001 Report: SWSI-GCMR-001 Status: Pass
Method: Test Test Case: SWSI-LOGON-001 Report: SWSI-LOGON-001 Status: Pass
Method: Test Test Case: SWSI-MISC-001 Report: SWSI-MSIC-001 Status: Pass
Method: Test Test Case: SWSI-MISC-002 Report: SWSI-MSIC-002 Status: Pass
Method: Test Test Case: SWSI-MISC-003 Report: SWSI-MSIC-003 Status: Pass
Method: Test Test Case: SWSI-SCH-001 Report: SWSI-SCH-001 Status: Pass
Method: Test Test Case: SWSI-SCH-002 Report: SWSI-SCH-002 Status: Pass
Method: Test Test Case: SWSI-SCH-003 Report: SWSI-SCH-003 Status: Pass
Method: Test Test Case: SWSI-SCH-004 Report: SWSI-SCH-004 Status: Pass
Method: Test Test Case: SWSI-TUT-001 Report: SWSI-TUT-001 Status: Pass
Method: Test Test Case: SWSI-UPD-001 Report: SWSI-UPD-001 Status: Pass
Method: Test Test Case: SWSI-UPD-002 Report: SWSI-UPD-002 Status: Pass
Method: Test Test Case: SWSI-UPD-003 Report: SWSI-UPD-003 Status: Pass
Method: Test Test Case: SWSI-UPD-004 Report: SWSI-UPD-004 Status: Pass
Method: Test Test Case: SWSI-UPD-005 Report: SWSI-UPD-005 Status: Pass
Method: Test Test Case: SWSI-VECTOR-001 Report: SWSI-VECTOR-001 Status: Pass
Requirement: 3.8.2b Status: Not Verified
Text: The SWSI shall provide users of the SWSI client with all user interface features Functionality: DAS

necessary to support the SWSI functional requirements applicable to DAS interactions.

Method: Demonstration Description: Demonstrated by Use during DAS Test Case Q1 Status: Pending
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Requirement: 3.8.2c Status: Verified
Text: The SWSI shall provide users of the SWSI client with user interface features providing Functionality: General
integrated control and information presentation capabilities for operationally related groups
of SN services regardless of whether the individual services are provided via interaction
with the NCCDS or with the DAS (e.g., integrated presentation of the service
configurations of forward services provided via NCCDS interactions and return services
provided via DAS interactions).
Method: Demonstration Description: Demonstration by Use. Status: Pass
Requirement: 3.8.3a Status: Verified
Text: The SWSI shall provide users of the SWSI client with access to information pertaining to Functionality: General
the current status of each applicable SWSI communications connection.
Method: Test Test Case: SWSI-MISC-002 Report: SWSI-MSIC-002 Status: Pass
Requirement: 3.8.3b Status: Verified
Text: The SWSI shall provide users of the SWSI client with notification when the status of an Functionality: General
applicable SWSI connection changes.
Method: Test Test Case: SWSI-MISC-002 Report: SWSI-MSIC-002 Status: Pass
Requirement: 3.8.3c Status: Verified
Text: The SWSI shall provide users of the SWSI client with access to any available system Functionality: General
status information provided by the SWSI servers.
Method: Test Test Case: SWSI-MISC-002 Report: SWSI-MSIC-002 Status: Pass
Requirement: 3.8.4.1.1a Status: Verified
Text: The SWSI shall provide authorized SWSI administrative personnel with the capability to Functionality: General
enter, modify, and delete customer authorization data.
Method: Demonstration Description: Demonstration by Use (Data Management). Status: Pass
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Requirement: 3.8.4.1.1b Status: Verified
Text: The SWSI shall provide authorized SWSI administrative personnel with the capability to Functionality: General
review previously entered customer authorization data.
Method: Demonstration Description: Demonstration by Use (Data Management). Status: Pass
Requirement: 3.8.4.1.1c Status: Verified
Text: The SWSI shall retain customer authorization data until deleted by authorized SWSI Functionality: General
administrative personnel.
Method: Demonstration Description: Demonstration by Use (Data Management). Status: Pass
Requirement: 3.8.4.1.2a Status: Verified
Text: For each user, the SWSI shall retain a user ID, a password, and a passphrase. Functionality: General
Method: Demonstration Description: Demonstration by Use (Data Management). Status: Pass
Requirement: 3.8.4.1.2b Status: Verified
Text: For each user, the SWSI shall retain a list of SICs for the which the user is authorized. Functionality: General
Method: Demonstration Description: Demonstration by Use (Data Management). Status: Pass
Requirement: 3.8.4.1.2c Status: Verified
Text: For each combination of user and SIC, the SWSI shall retain a list of valid Support Functionality: General
Identifiers (SUPIDENS).
Method: Demonstration Description: Demonstration by Use (Data Management). Status: Pass
Requirement: 3.8.4.1.2d Status: Verified
Text: For each user, the SWSI shall retain information indicating whether the user interacts with Functionality: General
the NCCDS, with the DAS, or both.
Method: Demonstration Description: Demonstration by Use (Data Management). Status: Pass
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Requirement: 3.8.4.1.2e Status: Verified
Text: For each combination of NCCDS user and SUPIDEN, the SWSI shall retain a User ID and Functionality: NCCDS
Password to be used in messages transmitted to the NCCDS. These User IDs and
passwords will not necessarily be the same as the User IDs and passwords used to
logon to the SWSI.
Method: Demonstration Description: Demonstration by Use (Data Management). Status: Pass
Requirement: 3.8.4.2.1 Status: Verified
Text: The SWSI shall provide authorized users with the capability to logon to the SWSI. Functionality: General
Method: Test Test Case: SWSI-LOGON-001 Report: SWSI-LOGON-001 Status: Pass
Requirement: 3.8.4.2.2 Status: Verified
Text: The SWSI shall validate a user's logon based on the user ID, password, and passphrase Functionality: General
entered by the user.
Method: Test Test Case: SWSI-LOGON-001 Report: SWSI-LOGON-001 Status: Pass
Requirement: 3.8.4.2.3 Status: Verified
Text: Within 10 seconds of its entry, the SWSI shall respond to each logon attempt with an Functionality: General
indication of whether it has been accepted or rejected.
Method: Test Test Case: SWSI-LOGON-001 Report: SWSI-LOGON-001 Status: Pass
Requirement: 3.8.4.2.4 Status: Verified
Text: The SWSI shall employ digital certificates in this validation process, and shall rely upon the Functionality: General
NASA Certificate Authority to provide digital certificates to SWSI customers.
Method: Test Test Case: SWSI-LOGON-001 Report: SWSI-LOGON-001 Status: Pass
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Requirement: 3.8.4.2.5 Status: Verified
Text: The SWSI shall allow connections to be established between a SWSI client and SWSI Functionality: General
servers only after a valid user logon from the SWSI client.
Method: Test Test Case: SWSI-LOGON-001 Report: SWSI-LOGON-001 Status: Pass
Requirement: 3.8.4.2.6 Status: Verified
Text: The SWSI shall allow only NCCDS users to access the SWSI NCCDS functions. This Functionality: NCCDS
includes establishing connections with the NCCDS for the user.
Method: Test Test Case: SWSI-LOGON-001 Report: SWSI-LOGON-001 Status: Pass
Requirement: 3.8.4.2.7 Status: Verified
Text: The SWSI shall allow only DAS users to access the SWSI DAS functions. This includes Functionality: DAS
establishing connections with the DAS for the user.
Method: Demonstration Description: Demonstration by Use. Status: Pass
Requirement: 3.8.4.2.8a Status: Verified
Text: For NCCDS users, the SWSI shall provide the user with the capability to select connection Functionality: NCCDS
with either the operational NCCDS or with the ANCC's NCCDS.
Method: Test Test Case: SWSI-LOGON-001 Report: SWSI-LOGON-001 Status: Pass
Requirement: 3.8.4.2.8b Status: Verified
Text: For NCCDS users, the SWSI shall provide the user with the capability to select use of Functionality: NCCDS
operational or test data.
Method: Test Test Case: SWSI-LOGON-001 Report: SWSI-LOGON-001 Status: Pass
Requirement: 3.8.4.2.9 Status: Verified
Text: The SWSI shall provide users with the capability to log-off. Functionality: General
Method: Test Test Case: SWSI-LOGON-001 Report: SWSI-LOGON-001 Status: Pass
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Requirement: 3.8.4.2.10 Status: Verified
Text: The SWSI shall maintain a record of currently logged-on users and log of login attempts at Functionality: General
all times.
Method: Test Test Case: SWSI-LOGON-001 Report: SWSI-LOGON-001 Status: Pass
Requirement: 4.2.1.2 Status: Verified
Text: In all cases, the SWSI shall ensure that each NCCDS user is precluded from accessing Functionality: NCCDS
any other user's messages or data.
Method: Test Test Case: SWSI-MISC-001 Report: SWSI-MSIC-001 Status: Pass
Requirement: 4.2.2.1 Status: Verified
Text: For each SIC supported by the SWSI, the SWSI shall provide authorized SWSI Functionality: NCCDS
administrative personnel with the capability to create and maintain all customer data
necessary to perform the scheduling function. In particular, this will include a set of
service specification codes (SSCs) corresponding to the set of SSCs maintained for the
customer in the NCCDS database, and the list of valid SUPIDENSs for the SIC. The SWSI
shall provide the user with the capability to review and reference this data in the process
of entering schedule requests.
Method: Demonstration Description: Demonstration by Use (Data Management). Status: Pass
Requirement: 4.2.2.2.1a Status: Verified
Text: The SWSI shall provide the user with the capability to enter the following types of Functionality: NCCDS
schedule requests: Schedule Add Request (SAR), Schedule Delete Request (SDR),
Schedule Replace Request (RR), Alternate SAR (ASAR), Schedule Wait List Request
(WLR).
Method: Test Test Case: SWSI-SCH-001 Report: SWSI-SCH-001 Status: Pass
Method: Test Test Case: SWSI-SCH-002 Report: SWSI-SCH-002 Status: Pass
Method: Test Test Case: SWSI-SCH-003 Report: SWSI-SCH-003 Status: Pass
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Requirement: 4.2.2.2.1b Status: Verified
Text: Based on the user's logon information, the SWSI shall provide the user with the capability Functionality: NCCDS
to select the SUPIDEN to be used in the request from a list of SUPIDENS for which the user
is authorized.
Method: Test Test Case: SWSI-SCH-001 Report: SWSI-SCH-001 Status: Pass
Method: Test Test Case: SWSI-SCH-002 Report: SWSI-SCH-002 Status: Pass
Requirement: 4.2.2.2.1c Status: Verified
Text: For each of these types of schedule requests, the SWSI shall provide the user with the Functionality: NCCDS
capability to create a new request by copying and editing a previous request.
Method: Test Test Case: SWSI-SCH-003 Report: SWSI-SCH-003 Status: Pass
Requirement: 4.2.2.2.1d Status: Verified
Text: For each of these types of schedule requests, the SWSI shall provide the user with the Functionality: NCCDS
capability to use all options specified for that type of request by 451-ICD-NCCDS/MOC.
Method: Test Test Case: SWSI-SCH-001 Report: SWSI-SCH-001 Status: Pass
Method: Test Test Case: SWSI-SCH-002 Report: SWSI-SCH-002 Status: Pass
Method: Test Test Case: SWSI-SCH-003 Report: SWSI-SCH-003 Status: Pass
Requirement: 4.2.2.2.1e Status: Verified
Text: For each of these types of schedule requests, the SWSI shall format the request in Functionality: NCCDS
compliance with the applicable tables of 451-ICD-NCCDS/MOC. In particular, the SWSI
shall not transmit schedule requests to the NCCDS that will result in Schedule Result
Messages (SRMs) with a combination of result and explanation codes indicating invalid
formatting.
Method: Test Test Case: SWSI-SCH-001 Report: SWSI-SCH-001 Status: Pass
Method: Test Test Case: SWSI-SCH-002 Report: SWSI-SCH-002 Status: Pass
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Requirement: 4.2.2.2.1f Status: Verified
Text: The SWSI shall not transmit schedule requests to the NCCDS that will result in a lack of Functionality: NCCDS
response from the NCCDS due to failure to pass authorization checks.
Method: Test Test Case: SWSI-SCH-001 Report: SWSI-SCH-001 Status: Pass
Method: Test Test Case: SWSI-SCH-002 Report: SWSI-SCH-002 Status: Pass
Requirement: 4.2.2.2.1g Status: Verified
Text: Upon completion of the user's entry of a request, the SWSI shall format, store, and then Functionality: NCCDS
transmit the request.
Method: Test Test Case: SWSI-SCH-001 Report: SWSI-SCH-001 Status: Pass
Method: Test Test Case: SWSI-SCH-002 Report: SWSI-SCH-002 Status: Pass
Requirement: 4.2.2.2.1h Status: Verified
Text: The SWSI shall retain all stored requests until the request expires according to Functionality: NCCDS
administrative personnel-specified criteria.
Method: Test Test Case: SWSI-SCH-001 Report: SWSI-SCH-001 Status: Pass
Method: Test Test Case: SWSI-SCH-002 Report: SWSI-SCH-002 Status: Pass
Requirement: 4.2.2.2.3a Status: Verified
Text: Schedule Delete Request: The SWSI shall ensure that each SDR contains a valid Functionality: NCCDS
reference to an active event, or to a previously transmitted SAR, ASAR, or RR.
Method: Test Test Case: SWSI-SCH-003 Report: SWSI-SCH-003 Status: Pass
Requirement: 4.2.2.2.3b Status: Verified
Text: Schedule Delete Request: SWSI shall provide the user with displays of the current active Functionality: NCCDS
events and previously transmitted schedule requests.
Method: Test Test Case: SWSI-SCH-003 Report: SWSI-SCH-003 Status: Pass
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Requirement: 4.2.2.2.4a Status: Verified
Text: Schedule Replace Request: SWSI shall ensure that each RR contains a valid reference to Functionality: NCCDS
an active event, or to a previously transmitted SAR, ASAR, or RR.
Method: Test Test Case: SWSI-SCH-003 Report: SWSI-SCH-003 Status: Pass
Requirement: 4.2.2.2.4b Status: Verified
Text: Schedule Replace Request: SWSI shall provide the user with displays of the current Functionality: NCCDS
a